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ArHoTanuga

AxTtyanpHOoCTh TeMBl. Heobxo0umocms npumernenus mexnoioeuli UCKYCCIMEeHH020 UHMeJIeKma
o015 obecneuerHus, UHPOPMAlUUOHHOL besonacHocmu 8 npombiutieniom Uumeprneme sewett (I1oT), npuo6-
pemaem 8 COBPEMEHHbLX YCI08UAX DOIbULOE 3HAUEHUE.

Ilens. Ananus ocHOBHbIX YePO3 U YA38UMOCMU, BO3HUKAIOULUX 8 NPOUEcce UHMeSPAUUL NPOMbLUL-
JIeHHbLX cemell U cucmem YnpasJsienus 6 eOuHyio uugposyio urngpacmpykmypy. Obocrosarue memooos
MAUWUHHO20 00YUeHUS U UHMeTEKIYAJIbHO020 AHAIUSA OGHHDLX, KOMOPbLe 03800 A8MOMAMUIUPO-
8aMb NPOUECC BbLABTICHUS AHOMAUL U AMAK 8 NPOMBLULTICHHBLX CUCTMEeMAX.

Metonmomorusi. Memooovt ioeuneckoeo u cpasHumeibH020 AHAIU3A NPAKIMUK 0becneueHUs UHPOop-
MAUUOHHOU 6ezonacrocmu 8 npombiutieHnom Hrnmeprneme seweti (11oT).

Pesynbrarsr u BeiBoEI. Ha 0ocHoBe aHaU3A U OUCHKY MEKYWel cumyayul 8 cghepe obecneuwerus
UHOOPMALUOHHOL bezonacHocmu 8 npombiutieHHom Hrumeprneme seweil (I11oT) onpedesnenvt Hanpasierus
DPA3BUMUSL UHMESTEKTNYATbHbLX CUCIEeM 3QULUMbL, UX CMPYKIMYPA U POJIb 8 NPedomapau,eHul Kubepur-
UUOeHMO08 HA NPOU3BOOCMBEHHBLY 00BEKMAX.
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Abstract

Relevance of the topic. The need to apply artificial intelligence technologies to ensure information

security in the industrial Internet of Things (I1oT).

Purpose. Analysis of the main threats and vulnerabilities arising during the integration of industrial
networks and control systems into a single digital infrastructure. Rationale for machine learning and data
mining techniques that automate the process of detecting anomalies and attacks in industrial systems.

Methodology. Methods for logical and comparative analysis of information security practices in the

industrial Internet of Things (LloT).

Results and conclusions. Based on the analysis and assessment of the current situation in the
field of information security in the industrial Internet of Things (I1oT), the directions for the development
of intelligent security systems, their structure and role in preventing cyber incidents at production facilities

are presented.

Keywords: industrial Internet of Things, information security, artificial intelligence, machine learning,

data analysis, cyber threats, automation.

Beenmenue

[Tpomermnenusrit Uareprer Bereit (Industrial
Internet of Things, IIoT) o6begunaseT yeTpoiicTBa,
JaTYUKU, TPOMBIIIJIEHHBIE KOHTPOJIJIEPHI U CUCTE-
MBI YIIPABJEHUS B €IUHYI0 9KOCUCTEMY IJIs II0-
BHITIIEHUST 9QP(PEKTUBHOCTH ITPOU3BOIACTBEHHBIX
mporteccoB. CO0p ¥ aHaIM3 JAHHBIX B pPeaJIbHOM
BpPEMEHU II03BOJISIOT aBTOMATU3UPOBATH IIPOU3-
BOJICTBO, OJTHAKO C POCTOM YHCJIA TTOAKJIIOUEHHBIX
YCTPOMCTB YBEJIUUYNBAETCI U PUCK KUOepaTax.

[Tpo6siema 6e3omacuocTu I1oT cTarmoBUTCSA OCO-
0EeHHO aKTyaJbHOU B yCJIIOBUAX ITUQPOBOI TPaHC-
dopMauu TPOMBINIJIEHHOCTH U TIepexoa K KOH-
nenuun «agycrpus 4.0». Yrpossl OJIsI TAKUX CH-
CcTeM BKJIIOYAIOT HECAHKITMOHUPOBAHHBIN JTOCTYII,
BMeEIIIAaTeJIhCTBO B pa0OTY KOHTPOJLJIEPOB, ITIepexBaT
yOPaBJIAONIAX KOMAH]T, IOAMEHY JaHHBIX JTaTYH-
KOB, a TAK’Ke BPeIOHOCHOe Bo3/elicTBre Ha Pu3u-
YecKue IPOIeCChl.

OpfHOM M3 KITIOYEBBIX 3a71a4 SIBJISIETCS CO37a-
HUe WHTEJJIEKTYaJbHBIX CUCTEM, CIIOCOOHBIX Ca-
MOCTOSITEJIBHO BBISBJIATH AHOMAJIUHU, AHAJTUIUPO-
BaTh CETEBOE IIOBEJ[eHEe U IPeIOTBPAaIaTh UHITH-
JIeHTHI Oe3o1racHOCTH 0e3 yuacTus yeaoBera. s
peleHns dTUX 3a/1a4 IIPUMEHSIOTCS MEeTOJ bl WC-
KYCCTBEHHOTO MHTEJIJIEKTAa U MAIIUHHOTO 00ydJe-
HUS.

Hcnonv3oeanue memodos mawurnnozo oo-
yuenus 0na anasusda oarnnovix IloT

NuTennekTyaibHble AJITOPUTMBI ITO3BOJISIOT
aHAJIM3UPOBATH IMOTOKOBEIE JAHHBIE, IIOCTYIIA0-
II[He OT YCTPOMCTB, U BBIJAEJATH HETUIIUUHEIE CO-
OBITHSI, KOTOPBIE MOT'YT CBHUJIETEJILCTBOBATH O KH-
OepaTake MM TeXHUYECKON HEUCITPABHOCTH.

K oCcHOBHBIM HpMMeEHSIEMBIM METOIAM OTHO-
CATCS:

e MeTonnsr o0yuenusa ¢ yuuresem. Vcmorbay-
I0TCS JIJIS KIIACCU(PUKAIINY CETeBHIX AKETOB U CO-
OBITHI KaK HOPMAJIbHBIX WJIN II0I03PUTEILHBIX.
Mopens oOyuaercd Ha 3apaHee pasMeUeHHbBIX JaH-
HBIX, UTO 03BOJIsAET 3 (PEKTUBHO BBHIABIATEH U3-
BecTHBIe TUIIEI aTak (Hampumep, DDoS unu SQL-
WHBEKI[VHN).

e Metonsr oOyuenus: 0e3 yuuteida. [lpume-
HSIOTCS JJIs1 O0HAPYKEeHUsI paHee HEM3BECTHBIX
yrpo3. AJITopuTMEl KJacTepusanuu (HampuMep,
K-means, DBSCAN) rpynmupymoT DOBeIeHHE
YCTPOMCTB II0 CXOKWM ITPU3HAKAM, BBISIBJISS OT-
KJIOHEHU .

e HelipoumHsie cerm um TIIyO0OKOe OOyueHMeE.
CBepTOUHBIE U PEKYPPEHTHBIE HEHPOCETH CII0C006-
HBl aHAJW3UPOBATH BPEMEHHBIE PSIIbI TaHHBIX
¢ TaTYUKOB, PUKCUPYS MAJIEHIITHE OTKIIOHEHUS OT
HOPMAaJILHOT'O COCTOSHUS CUCTEeMBI. TaKkme MeTo b
0cobeHHO a3 PEeKTUBHBI AJ151 00HAPYIKEHUS CJIOK-
HBIX aTAK HA YPOBHE IPOTOKOJIOB YIIPABJICHUSI.

o BaiiecoBckme mMomesiv U JepeBbs PEIeHUH.
[To3BOISTIOT OIIEHUBATDH BEPOSTHOCTH HACTYIIJICHU ST
WHITUJIEHTA, YYUTEIBATH MHOMKECTBO (DAKTOPOB PH-
CKa M BBICTPAMBATH ITPEIUKTHUBHBIE MOJIEJIN IT0BE-
JIeHU S YCTPOUCTB.

Hcmonb3oBaHMe 9TUX METOMIOB 00ECIIeYNBAET
bopMupoBaHMe aTANTUBHON CHCTEMBI 3AIUTHI,
KOTOpasi CoO BpeMeHeM 00ydJaeTrcss Ha HOBBIX JTaH-
HBIX ¥ [OBBINIAET TOUHOCTEH O0HAPYKEHUS YIPO3.

IlIpumenenue UH 6 cucmemax MmoHUmMOpuH-
2a u peazuposarus

HNuTenmekTya bHbBle CHCTEMBI 6€30ITaCHOCTHU
TIoT BrTIOYATIOT HECKOJIBKO (PYHKITHOHAJIBHBIX MO-
Iy JIeH:

1. Coop mauusix. [lIoTok TesleMeTPUM OT CEHCO-
POB, KOHTPOJIJIEPOB U IILJII030B IEPEIAeTCs B CUCTe-
My MOHUTOPUHTA.

2. IlpenBapurenpHas oopaborka. Bermmomusaer-
cA PUIBTPAIINS ¥ HOPMAJIHU3AIUA JTaHHBIX, Y/IaJIs-
IOTCS IIIy MBI, UCITPABJISIOTCS OIIUOKY M3MepPeHUH.

3. Nurennexryanpubrit ananua. [lpumensior-
Csl aJITOPUTMBI MAITUHHOTO 00YYEHUS IS BBISB-
JIEHUsI aHOMAJIUH, 4 TaKiKe IIPOrHO3UPOBAHUS T10-
TEeHI[UAJbHBIX aTaK.

4. [lpunarue pemennit. Ha ocHoBe amanusa
dopMupyOTCA aBTOMaTHYECKME PABUJIA PEaTH-
poBaHUs: OJIOKUPOBKA Y3JI0B, YBEIOMJIEHHE OIlepa-
TOpa, U3MEHEHNe MapIIpyTU3AI[UN JaHHBIX.

5. OTuérHocTh ¥ Buayasmaanus. Cucrema oTo-
OpasxaeT COCTOAHNE YCTPONCTB, YTPO3bl, CTATUCTH-
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Ky aTak ¥ peKOMeHJaIlluu 110 yCTPaHeHUIO ysI3BU-
MOCTeH.

Taxkoit T0AX0/1 TT03BOJISIET IIEPEUTH OT PEAKTUB-
HOM MOOeJIX 3aIuThl (KOrma IeMCTBUS IpeIlpH-
HUMAIOTCS II0CJIe HHITUAEeHTA) K IPEeBeHTUBHON —
KOTJIa CUCTeMa CaMOCTOATEeJIbHO MIpPeJICKa3bIiBaeT
U IIpeIoTBpaIliaeT BO3MOKHBIE MHITUJEHTHI.

Apxumexmypa UHMEIIeKMYAabHOlU CU-
cmembt 6e3onacrocmu IloT

ApxuTeKTypa CUCTEMEI BKJIIOYAET CJIeTYOIIHe
KOMITOHEHTHI:

e Vposens ycrpoiicts (Device Layer): mpomsiii-
JIEHHBIe KOHTPOJIJIEPHI, CEHCOPHI, UCITOJTHUTEIbHBIE
MeXaHU3MBI.

e Ceresoit yposenb (Network Layer): mpoToxo-
a1 mepenaun fauabix (Modbus, MQTT, OPC-UA).

e Amamurmueckuit yposensb (Analytics Layer):
MOJIYJIX UCKYCCTBEHHOT'0 MHTEJIJIEKTa, HefipoceTe-
BBIE aJITOPUTMBI aHAJIH3A.

e Vpoeeun pearmpoBanus (Response Layer):
aBTOMATHUYECKUE JeHCTBUSA, CKPUITHI 3aIUTHI,
yBeJIOMJIEHU .

e Nurepdeiic oneparopa (Dashboard Layer):
BU3yaJIU3aIlUs COCTOSHUS CETH, JKypHAJ COOBI-
THUH, OTUYETHI.

Jlia mocTpoeH M TAKOM CUCTEMBI IIPUMEHSI0T-
cst coppeMmenHbie Texuosioruu: Python, TensorFlow,
Scikit-learn, a Taksxe mIaTgopMbl BU3yaIU3AITUH
JTAaHHBIX U 0a3bI 3HAHUU 00 YI3BUMOCTSAX (HATIPHU-
mep, NVD).

IIpakTuueckoe 3HaYeHME U TEPCIIEKTUBEI

WMurerpamuss MCKYCCTBEHHOTO WHTEJJIEKTA
B cucrtemy MB mpomeimiaennoro MuTepHera Be-
el UMeeT CaeAyIire IIPenMyIIecTBa:

e IIOBBHINIEHWE TOYHOCTU OOHAPYIKEHUS KuoOe-
parax;

e aABTOMATHU3AI[US IIPOIECCOB pearupoBaHUI,

e COKpallleHHue YeJIOBeYeCcKoro hakTopa;

e IIOBBHINIEHUE HAJEKHOCTH PAOOTHI IPOMBIIII-
JIEHHBIX KOMIIJIEKCOB;

e o0ecredYeHre COOTBETCTBHSA CTAHIapTaM 0e3-
omacuoctu (I'OCT P 57580, ISO/IEC 27001, NIST
SP 800-82).

B nmepcriektuBe pa3BuTHe TAKUX CUCTEM OyIET
HaIpaBJIEHO HA CO3[IaHUe caM000yYJatoIuXcs 3a-
MIATHBIX I1J1aT(OPM, CIIOCOOHBIX aalITUPOBATHC
K HOBBIM yrpo3am 0e3 He0OX0IMMOCTH PYUHOM Ha-
crpoiiku. Mcnonb3oBaHue emepaTuBHOTO 00y de-
HUS TI03BOJIUT 00yYaTh MOJEIU Ha pacipegeséH-
HBIX JaHHBIX 0e3 mepenavyn KOH(PUIEHIINATIbLHOMK
uHGoOpPMAIINY 34 TIPEeJIeJIbI IIPEIIPUITHUI.

3akjaoueHue

WckycerBeHHBINT MHTEIJIEKT CTAHOBHUTCS He-
0TBEeMJIEMOM YaCThI0 COBPEMEHHBIX CUCTEM HHQOP-
MAIIMOHHOM 0e30IIaCHOCTH B IPOMBIIIJIEHHOCTH.
IIprMmenenre MaInHHOrO 00yYeHUS ¥ HHTEJIJIeK-
TyaJbHOI'O aHaJIn3a OJaHHBIX II03BOJISIET 00HAPY-

JKUBATh yTPO3BI B PeaJIbHOM BpeMeHU!, aJalTUPO-
BaThCSA K HOBBIM BHUJIaM aTak U MUHUMU3UPOBATH
PUCKHM YeJIOBEUECKUX OINOOK.

CozmaHne KOMITJIEKCHBIX MHTEJIJIeKTYATbHBIX
cucrem 3amuThl I1oT — riodeBoit mar k ycroivu-
BOMY ¥ 6€30IIaCHOMY PA3BUTHIO IIPOMBIIIJIEHHOCTH
B YCJIOBUSIX ITU(PPOBOI TpaHCPHOPMAIIUH.

Hugpopmauusa o Konhaiukme unmepecos

Mboi, asmopbt 0arHOU cmambu, co 8celi omaeem-
CMBEHHOCMBIO 3AA6JIACM 0 YACMULHOM U NOJIHOM
omcymemauu haxmu1ecko20 Ul NOMeHUUAIbHO-
20 KOHMIAUKMA UHmMepecos ¢ Kaxol 6b. mo Hu ObLI10
mpembvell CMOPOHOU, KOMOPbLLL MOHcem B03HUK-
Hymb gcieocmaue nyonuKayul OaGHHOU CMmamou.

JINTEPATYPA

1. TTOCT P 57580.1-2017. Bammura mHpopMa-
nuu. BesomacHocTs puHAHCOBBIX (0AHKOBCKMX)
omepaluiu.

2. NIST SP 800-82 Rev.2. Guide to Industrial
Control Systems (ICS) Security.

3. ISO/IEC 27001:2022 Information Security
Management Systems — Requirements.

4. Benos A. C. MopepHuasaliuss CHUCTEMBI HH-
dopmanmonHoil besomacuoctu = Modernization of
the Information Security System: The Approach to
Determining the Frequency: mogxom x ompemeJte-
muio nepuoguudoctu / A. C. Bemos, M. M. JloopsI-
mrue, J1. E. Illyrypos // Bamura nadgopmariun. Mu-
can. — 2022. — No 4. — C. 76—80.

5. I'epacumos C. A. VIcKycCTBeHHBIN WHTEJI-
JeKT B obecneuenuu kubepbesonacuoctu / C. A. Te-
pacumoB. — Camkr-IlerepOypr : [Turep, 2022.

6. I'naokux A. B. MeTtonsr 3amutel ot DDoS-
aTak B MHTEJJIEKTyaJabHBIX cerTsax / A. B. Iman-
kux // Illudpposasa Tparucdopmalius o0IIecTBA U HH-
dopmanmonHas 6e30IIaCHOCTE | MaTepuaJlibl Bee-
pocc. Hay4.-mpakT. KoH}. (ExarepuuOypr, 18 masa
2022 r.). — Exarepun0ypr, 2022. — C. 3—5.

7. Egppemos H. A. Tlporieccsr nHGOPpMATH3ATTHA
9KOHOMHUKHU U WHQOpMAIIMOHHASA 0e30macHOCTh /
H. A. Edpemos, T. B. My:x:xasiaesa // OxoHOMH-
Ka U npegnpuHuMareabecTBo. — 2023, — Ne 3. —
C. 287—294.

8. Manwvieun B. B. Wudopmanuonnas 0e30-
MAaCHOCTH IIPOMBINIJIEHHBIX CHCTEM YIIPABJIEHUS /
B. B. Maasiruua. — Mocksa : BuroMm, 2020.

9. lloBbitieHre  ypoBHSA HWHGPOPMAITHOHHOMN
0e30MmacHOCTH OITyOJTMKOBAHHBIX KOPIIOPATHBHBIX
pecypcoB B HMureprere = Information Security
Hardening Published Corporate Resources on the
Internet / A. B. Barouckuii, B. C. JImurpuescrmii,
E. A. Mutwokos [u np.] // 3amura nadopmalinm.
Nucaitn. — 2022. — No 3. — C. 68—71.

10. @edomosa I. B. Vrposel EKubepbe30macHo-
ctu yeroiumBocty ImdpoBeix mwiatdgopm / I'. B. De-
noroBa, . A. Kypasosa // Bl-textostoruu u Kopriopa-




PETI'HOH: cucmemul, 59KOHOMUKA, YRPAGIeHUE

Ne 4 (71), 2025

THBHBIE HH(POPMATTHOHHBIE CUCTEMBI B OLITUMHU3ATTHAN
OM3HEC-TTPOITECCOB ITU(PPOBOM SKOHOMIKH : MATEPUAITHI
IX Meskmynap. Hayy.-mpakT. KoH®. (ExaTtepuntypr, 2
nmex. 2021 r.). — Exarepuntypr, 2021. — C.118—122.

LITERATURE

1. GOST R 57580.1-2017. Information protection.
Security of financial (banking) operations.

2. NIST SP 800-82 Rev.2. Guide to Industrial
Control Systems (ICS) Security.

3. ISO/IEC 27001:2022 Information Security
Management Systems — Requirements.

4. Belov A. S. Modernization of the Information
Security System = Modernization of the Informa-
tion Security System: The Approach to Determin-
ing the Frequency: an approach to determining the
frequency / A. S. Belov, M. M. Dobryshin, D. E. Shu-
gurov // Information Protection. Inside. — 2022. —
No 4. — S. 76—380.

5. Gerasimov S. A. Artificial intelligence in
ensuring cybersecurity / S. A. Gerasimov. — St.
Petersburg : Peter, 2022.

6. Gladkikh A. V. Methods of protection
against DDoS-attacks in intelligent networks /

YAK 330.322

A. V. Gladkikh // Digital transformation of society
and information security: materials All-Russia.
scientific-practical. conf. (Yekaterinburg, May 18,
2022). — Yekaterinburg, 2022. — S. 3—5.

7. Efremov N. A. Processes of informatization
of the economy and information security /
N. A. Efremov, T. V. Muzhzhavleva // Economics and
Entrepreneurship. — 2023. — No 3. — S. 287—294.

8. Malygin V. V.  Information security of
industrial control systems / V.V.Malygin. —
Moscow : Binom, 2020.

9. Improving the level of information
security of published corporate resources on
the Internet = Information Security Hardening
Published Corporate Resources on the Internet /
A. V. Zatonsky, B. S. Dmitrievsky, E. A. Mityukov
[et al.] // Information protection. Inside. — 2022. —
No 3. —S. 68—71.

10. Fedotova G. V. Threats to cybersecurity
stability of digital platforms / G. V. Fedotova,
D. A. Kurazova // BI technologies and corporate
information systems in optimizing the business
processes of the digital economy: materials of the IX
International. scientific.-pract. conf. (Yekaterinburg,
2 Dec 2021). — Yekaterinburg, 2021. — P. 118—122.

EDN XSDDWD

AHAJIUTUYECKUE ITPOUENYPBI AHAJIN3A UHBECTUITMOHHBIX
ITPOINECCOB ITPOMBIIIJIEHHBIX ITPEJIITPUATNN

Konasr JEL: G30, G31, M10

Ilpemos A. P., acnupaum xagheodpst saxoHomuueckoli bezonacrocmu, Boporescckuli 20cyoapcmeermbill

mexnuueckul yrnusepcumem, e. Boporeoc, Poccus

E-mail: art_dremov@mail.ru; SPIN-x00: 9619-4671

Bykpees A. M., 0okmop skoHOMUMECKUX HAYK, npogheccop, npogheccop KagheOpbl IKOHOMUUECKOL bes-
onacrocmu, Boponeswcckuil 2ocydapcmeerHbiil mexHuveckull ynusepcumem, npogheccop Kagheopvl 3KOHO-
MUKU, puraHco8 u meHedxcmenma, Poccutickas axademus HapooH020 X03licmaa i 20Cy0apcmeerHoll
coyorcovt npu Ilpesudenme PO (Boporeocckuil gpunuan), 2. Boporesic, Poccus

E-mail: abukreev@zentrtorg.ru; SPIN-x00: 1177-2602

[Tocrynnna B pemarmuio 03.12.2025 [Ipunara k nyoaukanun 13.12.2025

AuHoTanuga

AxryanpHocTb TeMbl. Co8peMeHHbIM KOMNAHUAM HE0OX00UM KAUeCcmEeHHbLL MeXAHUIM YNPas-
JIeHUSL UHBECMULUAMU, AOANRMUPOBAHHBLI K YCTI08USM HOB0U, UUdP0o8ol peanvhocmu. Tpebyiomces Kom-
NJICKCHbLE MeoPemuUKO-NPAKmuYecKue u Memooosiocuieckie paspabomri no aHeoperuio nodobroeo me-
XQHUBMA 8 YCJI08UAX UUPDPOBOT UHMEPRPEMALUL YNPABICHUS UHBECMULUIMU.

Hens. Ipednosxcumb as8mopckyio memoouKy meKyu,eco AHAJIUIA MEXAHUIMA YRPABICHUS UHBECMU-
UUAMU HQ NPEONPUAMUSLX.

MeTomomorust uccanedo8anus NOCMPOCHA HA AHAJIUMULECKUX NPOUEOYPAX OUEHKL 0esAmesbHOCMU
U UHBECMULUOHHBLX NPOLECCO8 NPOMIULTICHHLX NPEONPUSLMUTLL.

Pesynvrarsr u BEIBOOBI. AHAIU3 0cOOeHHOCM T UHBECTMULUOHHOL 0esMEIbHOCMU U OUeHKA MEKY-
wietl cumyauuu 6 cghepe ynpasaeHus UHEECMUUUAMU NO3BOJIAI0OM COLNIAMb 8bl800 0 MOM, HACKOJILKO pe-
QAJIbHO 0elicmeyom Ha NPEONPUAMUL MEXAHUIM YRPABTICHUS UHBECMULUAMU, €20 OMOCJIbHbLE dJIeMEeHMbL,
unu sHce mpebyomces OONOJHUMESbHbLE PA3PAbOMKU No hOPMUPOBAHUIO U 8HEOPEHUI0 OAHH020 MEXAHUS-
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